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Corrigendum – 02 
  

Sub: Clarifications as per pre-bid meeting dated 14-Oct-2019 
 

E-Tender Reference No. EXIM/RFP/2019-20/046 
 

E-Tender For: E-Tender for Implementation and Maintenance of Two 
Factor Authentication Solution 

 
With reference to the Tender EXIM/RFP/2019-20/046, following are the clarifications:  
 

Query Page 
No. 

Existing Condition Revised Condition after Pre-bid 
meeting/Explanation 

Whether 3DES algorithm is 
mandatory? 

18 Tokens should use 
industry-standard 
synchronous algorithms, 
such as AES-128 or 3DES 

Tokens should use industry-
standard synchronous 
algorithms, such as AES-128 and 
above 

What is VMware View? 18 MFA solution shall provide 
support on virtualized 
server hardware (i.e., 
VMware View, Hyper -V)?  
 

MFA solution shall provide 
support on virtualized server 
hardware (i.e., VMware ESXi, 
Hyper -V).  
 

Is EXIM Bank looking at 
evaluating RISK score based on all 
these parameters? 
 
Provide 2FA based on risk level of 
the device used by user based on: 

 Domain joined or not 
joined  

 

 Managed or 
unmanaged  

 

 Windows patch level   

 Presence of AV, 
Firewall software  

 

 Browser version   

 OS version, service 
pack  

 

 Presence of a 3rd 
party software  

 

 

17 NA The Bank is expecting Multi-
factor authentication solution 
with capability to configure the 
access control along with end-
point security. The solution 
should meet all the Technical 
Specifications mentioned in the 
RFP. 



 
 

 Geo Location of the 
device  

 

 IP address and MAC 
ID of device  

 

 Hardware signature of 
the device  

  


